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CONSENT FOR ACCESS TO 
NATIONAL NUCLEAR SECURITY ADMINISTRATION (NNSA) COMPUTERS 

 
I, the undersigned, consistent with section 3235 of the National Defense Authorization Act for Fiscal Year 
2000 (50 U.S.C § 2425), sections 641 and 644 of the Department of Energy Organization Act (42 U.S. C. §§ 
7251 and 7254), and section 161 of the Atomic Energy Act of 1954 (42 U.S.C. § 2201), acknowledge and 
consent to the following terms and conditions of use of NNSA computers during the period of my access to 
any NNSA computer. 

 
NNSA computers, computer networks (including the Department of Energy (DOE) network), network devices, 
automated information systems and other related computer equipment (hereafter referred to as “NNSA 
computers”) are the property of the United States Government.  NNSA computers are for authorized use only.  
Users (authorized or unauthorized, internal or external) have no explicit or implicit expectation of privacy in the 
use of NNSA computers. 

 
Any or all uses of NNSA computers and all files on the NNSA computers may be intercepted, monitored, 
recorded, archived, copied, audited, and inspected.  These files and any information contained in the files may be 
disclosed to DOE or NNSA system administrators, DOE or NNSA security, intelligence, or counterintelligence 
personnel, and any “authorized investigative agency” under section 3235(c) of the National Defense Authorization 
Act for Fiscal Year 2000, as well as other authorized officials of other agencies, including law enforcement 
personnel.  Section 3235(c) of the National Defense Authorization Act for Fiscal Year 2000 defines “authorized 
investigative agency” as an “agency authorized by law or regulation to conduct a counterintelligence investigation 
or investigations of persons who are proposed for access to classified information to ascertain whether such 
persons satisfy the criteria for obtaining and retaining access to such information.” 

 
Unauthorized use of NNSA computers may result in administrative disciplinary action and civil and criminal penalties 
in accordance with applicable law and regulations.  
 
 


